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Introduction
Transaction Fraud
● Financial crime that involves using someone's financial information to make unauthorized 

transactions.
● Can involve credit card fraud, account takeovers, and more.

Why does it matter?
● Fraud affects millions globally — both individuals and businesses.
● Detection is crucial for maintaining security and trust in digital transactions.

It is challenging to detect fraud
● Fraudsters constantly evolve tactics, making detection difficult.
● Fraud patterns often resemble legitimate transactions.



Data & Variables
A Credit Card Transactions Dataset provides detailed records of credit card transactions, including 
information about transaction times, amounts, and associated personal and merchant details. This 
dataset has over 1.85M rows.

Variables:
● Timestamp
● Credit card number
● Merchant information
● Transaction information
● Cardholder information
● Population of the city where the transaction occurred



Methods

● Logistic Regression

● Random Forest Classification

● k-NN Classification

● Gradient Boosting Classification



Reducing the Size & Optimizing Result



Logistic Regression Random Forest 

k-NN Gradient Boosting 



Which model is best?

Gradient Boosting 
is the most 
effective model for 
detecting fraud.



Logistic Regression
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What feature is the most important? 

The variable 'amt' 
(Transaction amount) 
has the greatest 
impact on transaction 
fraud, with an 
importance score of 
0.7694.（Gradient 
Boosting）



Typical fraudulent transaction amounts?



Where are the transaction locations? 



Where are the merchant locations? 



Merchant Location by Fraud Status 



Amount vs. Fraud



Fraud by Time and Day



Fraud by Holiday and Non-Holiday



Q&A

Thank you!


